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	Preparation
	Login the platform, check the url as below, which is HTTP type in default.
	Apply for the SSL certificate.

	Operation
	Open the platform server shell(CentOS Shell)
	Edit the server.xml
	Upload the CA to tomcat folder (path: /usr/local/wedora/tripartite/tomcat/conf) via xftp
	Restart the wedora service to take effect.
	After tomcat start,we can visit the HTTPS URL:


	Real SSL operation
	Preparation
	For this test, we apply for a domain via http://www.freenom.com.
	And we apply for the SSL CA via https://www.pianyissl.com/, for example "keystore.jks", as below

	Operation
	The operation is similar to section "2.1.2", here is no longer to repeat.
	After upload the SSL CA to tomcat path, and update the "server.xml".
	If you couldn't open the URL, it maybe the firewall preventing.You can disabled the firewall or allow the port access.
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	Shell Command
	Add a new session or click an available session on Xshell as below, using SSH IP and port.
	After inputting the correct user name and password, you should enter the Shell as below

	Transfer file via SFTP
	Open xshell client and login the shell command of the CentOS.
	Input command cd <path>, and then click "xftp" icon, turn to xftp client for file transfering.As below.
	Drag the file from your local folder to the Xftp for uploading.

	Restart wedora
	Change tomcat port
	We can change the port in TOMCAT_PATH/conf/server.xml
	Then turn to xftp for editing the server.xml; or use command vi server.xml to edit
	Change the port in server.xml, and upload it back to xftp.
	Restart the tomcat in shell command; or you can also restart wedora.
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